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ABSTRACT

Ethereum 2.0 is the second-largest cryptocurrency by market cap-

italization and a widely used smart contract platform. Therefore,

examining the reliability of Ethereum 2.0’s incentive mechanism

is crucial, particularly its effectiveness in encouraging validators

to adhere to the Ethereum 2.0’s protocol. This paper studies the

incentive mechanism of Ethereum 2.0 and evaluates its robustness

by analyzing the interaction between block proposers and attesters

in a single slot. To this end, we use Bayesian games to model the

strategies of block proposers and attesters and calculate their ex-

pected utilities. Our results demonstrate that the Ethereum 2.0 in-

centive mechanism is incentive-compatible and promotes coopera-

tion among validators. We prove that a Bayesian Nash equilibrium

and an ex ante dominant strategy exist between the block proposer

and attesters in a single slot. Our research provides a solid founda-

tion for further analysis of Ethereum 2.0’s incentive mechanism

and insights for individuals considering participation as a valida-

tor in Ethereum 2.0.

CCS CONCEPTS

• Theory of computation→Algorithmic game theory; •Net-

works→ Network economics; • Security and privacy→ Eco-

nomics of security and privacy.
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1 INTRODUCTION

As computing tasks have becomemore complex and networks have

become faster, distributed systems are widely adopted in build-

ing computer software and applications. The ownership of tradi-

tional distributed systems is centralized, which means certain cen-

tral companies or authorities control them. This centralization is
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evident in how, although the physical servers are deployed in dif-

ferent regions, the data control belongs to a specific enterprise.

Conventional centralized distributed systems have a central au-

thority that is not always reliable, which promotes the develop-

ment of the decentralized distributed system [32]. Decentraliza-

tion means that a single enterprise no longer owns data; instead,

data governance is delegated to each participating entity [9, 34]. In

2008, Nakamoto consensus was proposed in the Bitcoin white pa-

per [32], which is recognized as a significant achievement in realiz-

ing the zero-trust decentralized payment system. However, Bitcoin

lacks the concept of smart contracts, which limits its application.

Therefore, Ethereum [5] was launched in 2015, providing a Turing

complete programming language called Solidity so that people can

build various applications in Ethereum.

Permissionless blockchains, also known as public blockchains,

allow anyone to participate in the consensus decision process used

to verify transactions [23, 43]. Bitcoin [32] and Ethereum [5] are

examples of permissionless blockchains. In such blockchains, in-

centive mechanisms are crucial because they must motivate min-

ers or validators to contribute their computing power to maintain

the network and validate transactions. Hence, an appropriate in-

centive mechanism needs to be designed to encourage participants

to act honestly and to deter the presence of Byzantine nodes. This

area of research falls within the domain of mechanism design [33].

One of the core elements of mechanism design is incentive com-

patibility, which ensures that agents participating in games adhere

to established rules [33]. In Ethereum 2.0 (Eth2)1, validators are

required to keep their devices operational 24 hours a day, seven

days a week, to ensure the operation of Eth2’s consensus rules [5].

If maintaining connectivity to execute validators’ tasks becomes

the best response in a Bayesian Nash equilibrium (BNE) or a domi-

nant strategy for validators, then Eth2’s incentive mechanism can

be considered to have incentive compatibility. As a result of this

consideration, this study investigates the incentive mechanism for

validators in Eth2 and analyzes its compatibility. We focus on the

strategic interaction between block proposers and attesters within

a single slot. The research is conducted in two steps: First, we

model the interaction between proposers and attesters within a

single slot as a Bayesian game and conclude that cooperation is

not only a Bayesian Nash equilibrium (BNE) but also an ex ante

dominant strategy for a validator. Next, based on the equilibrium

analysis, we conclusively state that the current reward and penalty

1In this document, Ethereum 2.0 (also referred to as Eth2) denotes the version of
Ethereum following the transition from a Proof of Work (PoW) to a Proof of Stake
(PoS) consensus mechanism. In 2022, the Ethereum Foundation renamed the origi-
nal PoW-based Ethereum to the "execution layer" and Eth2 to the "consensus layer".
To avoid confusion with the term "consensus layer", this document continues to use
Ethereum 2.0 or Eth2 to describe the post-transition Ethereum.
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schemes in Eth2 encourage block proposers and attesters to main-

tain the connectivity of their devices. Maintaining connectivity,

identified as the best strategy in a Bayesian game, ensures cooper-

ative behavior among validators, thereby rendering the incentive

mechanism of Eth2 incentive-compatible.

Our study offers three contributions to the literature on valida-

tor participation in Eth2. Firstly, to equip the reader with the nec-

essary background for understanding this paper, we consolidate

key information on the reward, penalty, and cost model of Eth2

from various sources. Secondly, we introduce a game theoretical

approach to analyzing validators’ behavior and decision-making in

Eth2 using a Bayesian game. Our analysis demonstrates that reach-

ing a BNE for a block proposer2 and other attesters in a slot is con-

tingent upon validators being aligned with cooperation and adher-

ence to the rules of Eth2. Moreover, cooperation is the ex ante dom-

inant strategy in this circumstance. Finally, based on the analysis

of the BNE and the ex ante dominant strategy, we conclude that

the incentive mechanism of Eth2 is incentive-compatible for indi-

vidual block proposers and attesterswithin a slot. To the best of our

knowledge, this represents the first attempt to use Bayesian games

to analyze the impact of validator strategies on the core incentive

mechanism of Eth2. In essence, the findings of this research pro-

vide significant guidance to ensure that validators can maximize

their utilities by conforming rather than deviating from the Eth2

protocol. This guidance is crucial for the design and implementa-

tion of effective incentive mechanisms for validator participation

in the next generation of Ethereum.

The remainder of this paper is structured as follows: Section 2

provides a comprehensive overview of the incentive mechanism

in Eth2, laying the groundwork for subsequent analyses. Section 3

introduces and elaborates on the Bayesian game model that under-

pins our approach. Next, in Section 4, we conduct a detailed game

analysis, highlighting key findings and implications. Subsequently,

Section 5 reviews relevant literature, situating our workwithin the

broader research context. Finally, Section 6 summarizes our main

conclusions and outlines directions for future research.

2 BACKGROUND: INCENTIVE MECHANISM
IN ETH2

To become a validator in Eth2, one needs to deposit at least 32 ETH.

The validator’s total stake is referred to as the total balance (TB).

With the consensus process executing, validators will possibly re-

ceive rewards or penalties calculated at the end of each epoch. As

a result, the effective balance (EB) is the latest value calculated

by their)�, rewards and penalties3 [5, 17]. �� represents the influ-

ence of the voting power of a validator. For example, the impact of

a validator that possesses 32 ETH is more significant than another

one that only has 30 ETH. However, in contrast to )�, a validator

can have a maximum of 32 ETH as its ��. This limitation, designed

by Eth2, ensures a balanced distribution of voting power for each

validator.

2In the Eth2, a singular validator is exclusively designated as the block proposer for
each discrete slot.
3Note that the effective balance is rounded to the nearest 1 ETH increment. For exam-
ple, a total balance of 31.4 and 31.6 ETHwill be rounded to 31 and 32 ETH, respectively,
as the effective balance.

In Eth2, "finality" denotes the irreversible nature of blockchain

transactions, secured by mandating a significant expenditure of

ETH to alter any portion of a block [5]. Eth2 divides time into slots,

each lasting 12 seconds. These slots are organized into epochs,with

each epoch comprising 32 slots and totalling approximately 6.4

minutes. To achieve "Finality" for each epoch, Eth2 utilizes "Check-

point," composed of two valid blocks in the format (B>DA24, C0A64C).
)0A64C means the first block of the current epoch. If a valid block

receives at least two-thirds of the �� of all validators to mark it as

the C0A64C in a checkpoint, its status will become "justified." Next, a

"justified" valid block’s status will become "Finalized" if it acquires

at least two-thirds of the �� of all validators who vote the "justi-

fied" valid block as the B>DA24 , which represents the most recent

justified block [6, 7]. For instance, if the checkpoint of epoch zero

is (# /�,1;>2: #1), the C0A64C = block #1 and block #1’s status will

become "justified." Subsequently, if the checkpoint of epoch one is

(1;>2: #1, 1;>2: #33), the B>DA24 = block #1’s status will become

"finalized" and the C0A64C = block #33’s status will transfer to "jus-

tified."

Aside from "finality," Eth2 also uses the "Head" block to manage

its fork. The "Head" block is the most recently created block ver-

ified by attesters. When a block proposer plans to propose a new

block, it must link to the "Head" block. Then, the new block will be

considered valid, and Eth2 can ensure that the new block is built on

the latest block agreed upon by two-thirds of the attesters’ stakes

[7, 10]. In a nutshell, validators are requested to vote on B>DA24 ,

C0A64C , and ℎ403 when they are designated as attesters.

In addition to their roles as block proposers or attesters, valida-

tors in Eth2 may also be selected to join the "sync committee." This

committee is comprised of 512 validators who are chosen every

256 epochs (or approximately every 27 hours) and are responsible

for continuously signing block headers for each slot. In Eth2, val-

idators receive rewards or penalties based on their performance

when executing different tasks. These incentives include rewards

for block proposers who successfully create and include a block in

the chain, rewards for attesters who correctly vote on the validity

of blocks, and penalties for validators who are offline or violate the

protocol. In the following sections, we will discuss the incentive

mechanisms for validators in Eth2, including rewards and penal-

ties they can receive.

2.1 Reward, Penalty, and Cost Model of
Validators in Eth2

In Eth2, validators conduct their duty as attesters, joining a sync

committee or proposers to get rewards. Meanwhile, validators will

be punished or slashed if they do not do their duties correctly or

behave maliciously [7, 8]. To analyze Eth2’s mechanism, we need

to disassemble the rewards, punishments, and costs of Eth2. In this

paper, we summarize the reward, penalty, and cost models for val-

idators in Eth2 based on the technical specifications and research

by Buterin (2020) [5], Edgington (2023) [17] and McDonald (2020)

[30]. The content of the sects. 2.1.1 to 2.1.3 are grounded in an ana-

lytical summary of various sources, which serve as the foundation

for our models and findings.

2
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2.1.1 Reward Model. Validators in Eth2 can receive three types of

block rewards: attestation rewards, proposer rewards, and sync com-

mittee rewards [5]. However, before introducing each reward, we

must define two essential terms: the effective balance increment

(EBI) and the base reward factor (BR_FACTOR).

In Eth2, the BR_FACTOR is set to 64 by [5]. The EBI is a value

that is set to 1 in the same source. These two values are used in

the calculation of the base reward per increment (BR), which is

given by the following Equation 1 derived from [5]:

�' =

��� · �'_���)$'
√
)�

(1)

Let us take a look at an example provided by [17]. Assume there

are 500,000 validators, and each validator holds 32 ETH as their

effective balance (EB). In Eth2, GWei = 10−9 ETH, which is the

smallest unit of the token. Therefore, the BR is around 505.96 GWei,

which is calculated by the following process:

�' =

1 · 109 · 64
√

32 · 109 · 500, 000
≈ 505.96 (2)

After obtaining the value of the BR, as derived in the preceding

equation, we may elaborate on the three types of rewards available

to validators in Eth2: attestation rewards, proposer rewards, and

sync committee rewards.

A�estation Rewards. There are three types of attestation re-

wards that validators can receive in each epoch if they are not se-

lected to be proposers or join the sync committee. First, if a val-

idator 8 votes for the source correctly4, it can receive the reward of

the voting source ('�(8 ). This reward is calculated using Equation 3,

where WB>DA24 is the total weight of all validators that voted cor-

rectly for the source,WC>C0; is the total weight of all validators, EB

is the effective balance of the validator, and BR is the base reward

per increment. According to the Eth2 specification [5],,B>DA24 is

14, and,C>C0; is 64. The EB is the amount of stake that a validator

possesses. This paper assumes that each validator has an EB of 32.

'�(8 =

,B>DA24

,C>C0;
· �� · �' (3)

Second, a validator 8 could get the reward of the voting target

(R�)8 ) in Equation 4 if it votes for the target correctly. The,C0A64C is

the weight of rewards when validators vote target correctly, which

is set to 26 in [5].

'�)8 =

,C0A64C

,C>C0;
· �� · �' (4)

Third, when a validator 8 correctly votes for the head, it is awarded

the reward of the voting head (R��8 ), as delineated in Equation 5.

The rewardweight for accurately voting the head, denoted asWℎ403 ,

is set to 14 in [5], identical to WB>DA24 . Given that Wℎ403 is equal

toWB>DA24 , it follows that '
��
8 is commensurate with '�(8 .

4The correctness of voting means that a validator votes for the same block as other
validators possess at least two-thirds of the EB.

'��8 =

,ℎ403

,C>C0;
· �� · �' (5)

In summary, it can be determined that within a given slot, val-

idator 8 may receive the maximum attestation rewards, represented

by the sum of R�(8 , R�)8 , and R��8 , which are collectively denoted

as R�8 and calculated by Equation 6.

'�8 =

,B>DA24 +,C0A64C +,ℎ403

,C>C0;
· �� · �' (6)

Sync Commi�ee Rewards. If a validator 8 completes a sync

committee task in a given slot, it can receive a Sync Committee

Reward ('�8 ), which is calculated using Equation 7. The value of

,B~=2 , which represents the number of reward weights earned by

validators for accurately executing sync committee tasks, is set to

two in [5].

'�8 =

1

32 · 512 ·
,B~=2

,C>C0;
· #+ · �� · �' (7)

In Equation 7, #+ is the total number of active validators in the

Eth2, and the fraction 1
32·512 is because there are 512 validators in

a sync committee, and each epoch has 32 slots.

ProposerRewards. The reward given to the proposer, performed

by a validator 8 , represented as '%8 , can be divided into three types:

presenting attesting data, called'%�8 ; synchronizing committee data,

known as '%�8 ; and the tips from transactions included in its pro-

posed block, denoted as '%)8 . The calculation methods for '%�8 ,

'%�8 , and '%)8 are delineated in [5] and will be explained in this

section.

The calculation for '%�8 is shown in Equation 8, where #� rep-

resents the total number of attesters in an epoch, and,?A>?>B4A

in Equation 8 refers to the number of weights of rewards when a

validator includes attesting data in its block. It is noteworthy that

in [5],,?A>?>B4A is set to a fixed value of eight. Note that the '
%�
8

is a fraction of '�8 , as illustrated in Equation 8.

'%�8 =

,?A>?>B4A

,C>C0; −,?A>?>B4A
· #� · '� (8)

Also, the calculation method for '%�8 is defined in Equation 9

in [5]. The constant 512 in Equation 9 represents the number of

validators in a sync committee.

'%�8 =

,?A>?>B4A

,C>C0; −,?A>?>B4A
· '�8 · 512 (9)

Moreover, Eth2 adopts the EIP-1559 model [35] to calculate its

transaction fees, which are composed of a base fee and tips, both

paid by clients. A Base fee is a type of dynamically adjusted fee used

to balance the demand and supply of transactions in Eth2. Each

Eth2 transaction is required to pay a base fee, which is calculated

based on the amount of gas consumed by a transaction. However,

3
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the base fee is burned5 rather than being delivered to block pro-

posers to control the total amount of Ether. In contrast to the base

fee, tips are directly delivered to a block proposer as an incentive

for the block proposer to prioritize selecting this transaction into

their proposed block. Hence, we can calculate '%)8 by Equation 10

since '%)8 is the summation of all tips in a proposed block.

'%)8 =

∑

CG ∈�8
C8? (CG) (10)

In Equation 10, �8 represents the set of transactions included by

proposer 8 in its proposed block and C8? (CG) denotes the function
of calculating tips associated with each transaction CG . For detailed

calculations of the base fee and tips, as well as their economic and

technical impacts on Eth2, please refer to [35] and [26]. Combin-

ing all components, the complete proposer reward '%8 is given by

Equation 11.

'%8 = '%�8 + '%�8 + '%)8 (11)

So far, we have introduced the three types of rewards that valida-

tors could receive. It is important to note that, in Eth2, if validators

exceed the time limits for executing tasks, their rewards will be

reduced or taken away partially or entirely based on the extent of

the delay [5, 17]. This paper assumes that validators execute their

tasks within the allotted time frame to receive total rewards for

each particular task.

2.1.2 PunishmentModel. Eth2 proposes two types of punishments.

First, a validator will receive penalties if it does not execute the

tasks of being an attester, a member of the sync committee, or a

block proposer. Second, if a validator violates Eth2’s consensus pro-

tocol [7], it will be charged with slashing and asked to eject and not

be a validator anymore. In a nutshell, the penalties are more mod-

erate than the slashing6 [5].

Penalties. The penalties for attester (%�8 ) and penalties for sync

committee (%�8 ) are two types of penalties that a validator 8 might

receive, as defined in [5]. If an attester votes the source incorrectly,

it will get penalties equal to'�(8 . Also, an attester will get penalties

equal to '�)8 if it votes the wrong target. Consequently, the maxi-

mum %�8 that an attester will receive is equal to'�(8 +'�)8 . Besides,

there is an asymmetric punishment scheme here: an attester will

not get penalties when voting incorrectly for the head, which we

will discuss more in the Sect. 4.1. On the other hand, if a validator

fails to execute the task of the sync committee precisely, it will get

penalties, which are %�8 , equal to '
�
8 . For better understanding, we

display the %�8 and %�8 in Equations 12 and 13.

%�8 = '�(8 + '�)8 (12)

%�8 = '�8 (13)

5The goal of burning the base fee in Eth2 is to reduce inflation by removing Ether
from circulation [35].
6Violations that lead to penalties or slashing are either automatically detected by the
Eth2 consensus layer or reported by validators who collect evidence of such infrac-
tions, thereby enhancing the reliability of Eth2’s detection capabilities.

Inactivity leak. In Eth2, amechanism known as "inactivity leak"

is initialized if validators fail to confirm any checkpoints for four

consecutive epochs. When "inactivity leak" starts, attesters will

not receive rewards, and the inactive validators will be penalized

by losing their stakes. However, blockchain proposers and sync

committees will continue to receive rewards during the "inactivity

leak" period. Once a checkpoint is confirmed by validators, the "in-

activity leak" will end. In this paper, we utilize % �!8 to represent the

penalty for validator 8 during the "inactivity leak" period.

Slashing. With the Eth2 framework, slashing is composed of

three distinct types and forms a critical part of the incentive mech-

anism, specifically designed to deter and penalize malicious be-

haviour among validators. Validators are subjected to slashing only

when they engage in actions that violate the established rules ap-

plicable to attesters or proposers [5]. First, the initial slashing ((�8 )

will be applied to validators who violate Eth2’s rules. In [5], the (�8
is set to 1

6 . Second, a validator 8 who is slashing will continue to

receive the correlation of slashing ((�8 ). Third, before being ejected,

attestation of slashing ((�8 ) continues being applied to the validator

8 who is being slashed. However, it is crucial to highlight that this

research is solely focused on the incentives for Eth2 validators and

deliberately omits consideration of the slashing penalties for val-

idators in breach of Eth2’s protocol. Although related, slashing is

distinct from the incentive mechanisms that motivate validators to

participate in the Eth2 consensus protocol, which is themain focus

of this study. Therefore, it is outside the scope of this study.

2.1.3 Cost Model. To the best of our knowledge, most of the liter-

ature discusses the execution costs in Eth2, such as the amount of

gas required for certain commands in Solidity, rather than explic-

itly addressing the cost analysis of validators in Eth2. Therefore,

we conducted our analysis based on our understanding and pre-

sented a cost model that consists of the following components:

Equipment Cost. A reliable infrastructure is necessary for be-

coming a Validator in Eth2. This infrastructure includes computer

hardware, network bandwidth, operating systems, and application

software, all of which incur associated costs. To account for these

costs for a validator 8 , we refer to [30] to define the annual equip-

ment cost���
8 (~), as we denote~ as the number of years that agent

8 serves as a validator in Eth2. As shown in Equation 14, ���
8 (~)

consists of three major components: �(
8 represents the initial cost

of setting up the infrastructure, such as evaluating, installing, and

testing the hardware and software, which is a one-time expense.

��
8 (~) reflects the purchase cost of software and hardware, recog-

nized as depreciation over their useful life. �$
8 (~) covers the costs

of maintaining the infrastructure, including irregular software and

hardware upgrades, updates, or replacements. For a more accurate

reflection of financial commitment over time,���
8 (~) will be amor-

tized over ~.

���
8 (~) =

�(
8 +��

8 (~) +�
$
8 (~)

~
(14)

Participation Cost. The participation cost for becoming a val-

idator 8 in Eth2 is set to 32 ETH, denoted as �% (~), as cited in [5].

Here, we denote the annual participation cost as��%
8 (~). Although

4
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agent 8 can withdraw staked ETH, we still consider this 32 ETH as

an ongoing cost for a validator. It is amortized over the number

of years ~ that agent 8 serves as a validator in Eth2, as shown in

Equation 15.

��%
8 (~) = �% (~)

~
(15)

Execution Cost. This cost type refers to the energy consump-

tion a validator 8 might incur when executing its tasks, includ-

ing offering attestations, joining a sync committee, or proposing

blocks. We denote these three components of annual execution

cost (��-
8 (~)) as ��

8 (~), �
&
8 (~), and ��

8 (~), respectively. As a re-

sult, we can calculate��-
8 (~) using Equation 16. The~ in Equation

16 represents the number of years ~ that agent 8 serves as a valida-

tor in Eth2, and this period is used to amortize these costs.

��-
8 (~) =

��
8 (~) +�

&
8 (~) +��

8 (~)
~

(16)

In sum, the total annual cost (��)
8 (~)) that a validator 8 incurs

is calculated as follows:

��)
8 (~) = ���

8 (~) +��%
8 (~) +��-

8 (~) (17)

We utilize��)
8 (~) to represent the annual total cost of a valida-

tor 8 . Knowing that an Eth2 epoch consists of 32 slots, with each

slot lasting 12 seconds, we can estimate the cost of a validator 8 in

each epoch by calculating the number of epochs per year using the

following equation:

#4?>2ℎB =
60 · 60 · 24 · 365

12 · 32 (18)

Given the total annual cost ��)
8 (~), the cost per epoch of a val-

idator 8 , denoted by��%
8 (~), can be calculated by dividing the total

annual cost by the number of epochs in a year, as shown in:

��%
8 (~) =

��)
8 (~)

#4?>2ℎB
(19)

Thus far, we have provided fundamental knowledge of the re-

ward, punishment, and cost model of Eth2. In the subsequent sec-

tions, specifically Sections 3 and 4, we will selectively apply key

equations from the range 1 through 19 to further our analysis. These

selected equations are crucial for understanding the rewards, penal-

ties, or slashing, as well as the conditions that trigger these out-

comes for Eth2 validators. They serve as indispensable cornerstones

for the arguments we present in this paper.

3 THE ETH2 BAYESIAN GAME

In the Eth2 protocol, validators are required to perform various

tasks thatmaintain the security and integrity of the system, such as

proposing blocks, attesting to blocks, or joining a sync committee.

In this work, we focus onmodeling the incentives of validators dur-

ing one independent slot7 in Eth2. Using a Bayesian game frame-

work, we aim to gain insight into their possible actions within the

7We consider each slot as an independent Bayesian game, which is reasonable since
each slot has a specific start and end time, and each validator may face different situ-
ations from its counterparts, possibly leading to different strategic choices.

protocol and design mechanisms to encourage positive behaviors

while discouraging negative ones.

3.1 Game Model

We model the behavior of multiple agents in the Eth2 protocol us-

ing a Bayesian game framework. A specific type classifies each

agent and has a set of available actions. At the start of the game,

agents are unaware of their types, but they can observe them once

the game begins. Agents then take actions simultaneously without

knowing other agents’ types. The game determines the payoff or

"utility" for each agent based on all agents’ types and actions. Our

goal is to scrutinize the game and ascertain the existence of a BNE

for all agents when they choose to cooperate. Further, this coop-

eration strategy constitutes a dominant strategy for all agents in-

volved. Note that we focus on the interactions between validators

when their types are either block proposers or attesters. This study

concentrates on the interactions between validators and attesters

in a single slot.

Definition 3.1 (Bayesian Game [39]). A Bayesian game is built

on top of a tuple (#,�,Θ, ?,D), where:
• # is a set of agents;

• � = �1 × · · · × �= , where A8 is a set of actions available to

player 8 ;

• Θ = Θ1 × · · · × Θ= , where Θ8 is the type space of player 8 ;

• ? : Θ ↦→ [0, 1] is a common prior over types; and

• D = (D1, . . . D=), where D8 : �×Θ ↦→ R is the utility function
for player 8 .

Agents andActions. In this paper, we model validators in Eth2

as rational agents who seek to maximize their profit, represented

by their utility function. We consider a game where each agent has

a set of available actions, specifically two possible actions: (i) coop-

erate, � , which keeps the agent’s device online, and (ii) deviate, � ,

which turns the device offline at least one epoch to potentially save

costs. The use of cloud or centralized cryptocurrency exchanges,

which could also affect costs, is not considered in this model. The

set of actions available to player 8 is denoted by �8 = {�,�}, and
an action profile for all agents is represented by (01, 02, . . . , 0=),
where 08 indicates the action taken by player 8 , and = is the total

number of agents with= ≥ 2. Actions taken by all agents except for

player 8 are denoted by 0−8 , thus an action profile can be succinctly
expressed as (08 , 0−8 ).

Types. Recall that an epoch in the Eth2 protocol consists of 32

slots, each with its block committee (note that this is different from

the sync committee). The block committee randomly selects a val-

idator in each slot as the block proposer. Therefore, a validator

could be either a block proposer or an attester during an epoch.

There is another type, which is a member of the sync committee.

However, we will not consider the type of validators when they

are a member of the sync committee since the probability of being

selected for this role is very low.We focus onmodeling the interac-

tions between block proposers and attesters and gain insight into

their possible actions and strategies within the protocol.

With this context in mind, agents are divided into two types in

our model setup. We represent the potential types of agent 8 in a

5
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single slot by \8 ∈ {�,�} can be either block proposer (�) or at-

tester (�). This notation is employed to explore all possible strate-

gic configurations within our theoretical framework. One critical

point is that our analysis focuses on a one-shot game within a sin-

gle slot without considering the relationships or interactions be-

tween consecutive slots. Despite this, our approach is applicable

to any slot in the Eth2 protocol, treating each slot as an indepen-

dent one-shot game scenario.

Prior probabilities. Wedenote the probability of being selected

as a block proposer or an attester as ?� and ?�, respectively. Al-

though agents are aware of these probabilities before the game

starts, they cannot observe their types until the game begins.

Utility functions. We use D8 to represent the utility function

that maps action profiles, denoted by 0 = (01, . . . , 0=), and types,

represented by \ = (\1, . . . , \=), to real-number payoffs. In this

paper, we consider a game with multiple validators, where each

validator can be one of two types, \ ∈ {�,�}, and each type has

two distinct actions, 0 ∈ {�,�}. Hence, we could utilizeD8 (0, \) to
calculate the utility of agent 8 .

3.2 Strategies and Equilibria

A strategy indicates the contingency plan of each agent 8 regard-

ing how they play the game. In this study, we use Δ(�8) to rep-

resent the collection of all possible probability distributions over

�8 , where �8 is the set of actions available to agent 8 . The function

B8 : Θ → Δ(�8) is a mapping from agent 8’s type to the probabil-

ity distribution of agent 8’s actions. (8 is the complete collection of

strategies available to agent 8 . Then, B8 (08 |\8 ) is the probability that
agent 8 will choose action 08 while following strategy B8 , given that

their type is \8 . Finally, the vector B = (B1, . . . , B=) ∈ ( represents

the strategies for all agents, where ( = (1 × . . . × (= is the set of

all possible strategy profiles, with = ≥ 2 indicating the number of

agents.

Expected Utilities. As discussed previously, %� and %� repre-

sent the probabilities of a validator 8 being selected as a block pro-

poser (�) or an attester (�), respectively. Building on the theory of

conditional expected utility [28], we construct the expected utility

for agent 8 in our model as follows:

�*8 (B) = E0,\ [D8 (B, \)]
= %� ·

(

E0,\ [D8 (0, \) | \8 = �]
)

+ %� ·
(

E0,\ [D8 (0,\) | \8 = �]
)

(20)

Equation 20 is utilized to calculate the expected utility of val-

idator 8 without knowing its types before the game commences.

Leveraging Equation 20, we model the uncertainty of types and ac-

tions within Bayesian games. Prior to the game’s commencement,

agents are aware of the probabilities denoted by %� and %� , re-

flecting the likelihood of being selected as a block proposer or an

attester, respectively, based on common prior knowledge.

To more comprehensively capture the nuanced strategic inter-

actions among validators of varying types, it is essential to intro-

duce a more detailed construct of expected utilities. Therefore, we

further refine the expected utility calculation to consider specific

combinations of strategies and types for agents 8 and −8 as shown
below:

�*8 (B8 , B−8 , \8 , \−8 ) = ? (\8 , \−8 ) · (D8 (08 , 0−8 , \8 , \−8 ) −��%
8 (~))

(21)

In Equation 21, ? (\8 , \−8 ) represents the probability of agents 8

and −8 having specific types \8 and \−8 , quantifying the likelihood
that this type combination occurs. D8 (08 , 0−8 , \8 , \−8 ) is the utility
function for agent 8 , measuring the payoff that agent 8 receives

from choosing action 08 while other agents choose 0−8 , given their

respective types. Additionally, 0−8 represents the combination of

actions chosen by agents other than 8 . For instance, in an Eth2 slot,

it is possible that some agents within the group of agents −8 may

choose to cooperate (�), while others may decide to deviate (�),

reflecting the diverse strategic decisions possible within our game

context.

Definition 3.2. Let G�� = 1 denote the condition that "there ex-

ists a unique validator among agents −8 , denoted by 9 , such that

\ 9 = � and this agent executes 0 9 = � ." If no such validator exists,

let G�� = 0. Similarly, let G�� = 1 denote the condition that "there

exists a unique validator among agents −8 , denoted by : , such that
\: = � and this agent executes 0: = � ." If no such validator exists,

let G�� = 0.

Definition 3.3. W denotes the proportion of agents −8 choosing
action� . Specific thresholds related toW influence agents’ strategic

decisions within the system, particularly triggering Eth2’s "inactiv-

ity leak" mechanism when certain conditions are met. This mech-

anism affects the overall system’s resilience and agents’ behaviors

under non-participation or reduced activity scenarios.

Moreover, in our analysis in Section 4, we examine unique con-

ditions across various cases. Utilizing the theory of conditional ex-

pected utility [28], which allows us to model the utility of agents

under specific scenarios, we define the expected utility of agent

8 within our game theoretical framework. This method helps illus-

trate how different scenarios, represented by Ψ, affect the decision-

making processes of the agents. The expected utility, conditional

on these scenarios, is detailed in Equation 22 as follows:

�*8 (B8 , B−8 , \8 , \−8 | Ψ) =
? (\8 , \−8 | Ψ) · (D8 (08 , 0−8 , \8 , \−8 | Ψ) −��%

8 (~))
(22)

where (D8 (08 , 0−8 , \8 , \−8 | Ψ) is the conditional utility, as pro-
posed by [41]. Also, Ψ represents different conditions in various

sub-cases in Section 4 as follows:

• Ψ represents scenarios where one of the agents −8 acts as a
block proposer, and all other agents −8 act as attesters. This
includes (1) G�� = 1, indicating that there exists a unique

validator among agents −8 , as defined in Definition 3.2, who

executes action � , and (2) G�� = 1, indicating that there ex-

ists a unique validator among agents −8 , as defined in Defi-

nition 3.2, who executes action � .

• Ψ represents scenarios where the proportion W of agents

−8 choosing action � is below or above a certain threshold.

Specifically, this includes conditions where W ≥ 3 or W < 3 ,

6
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with 3 defined as a variable threshold necessary to trigger

the "inactivity leak" in Eth2.

Best Response and Bayesian Nash Equilibrium. After defin-

ing the expected utility of an agent 8 in Equation 21, we can further

define the set of agent 8’s best responses to the strategy profiles of

B−8 as:

�'8 (B−8 ) = arg max
B8 ∈(8

�*8 (B8 , B−8 ) (23)

Equation 23 implies that each agent 8 will attain the maximum

expected utility by selecting their best response. In a Bayesian game,

agents formulate their strategies based on their types and prescribe

these strategies to be followed before the game starts. After the

game commences, each agent 8 discovers their type and acts accord-

ingly, based on their pre-established contingency plan (strategies).

A BNE is achieved when each agent’s strategy constitutes the best

response to the strategies chosen by the other agents. Mathemat-

ically, a strategy profile B∗ is a BNE if and only if B∗8 ∈ �'8 (B∗−8 )
for every agent 8 . In this paper, our goal is to demonstrate that

choosing action� constitutes a BNE for validators within a single

slot, especially considering validators that fall into two distinct cat-

egories based on their types. Additionally, we show that B∗8 (�) is
the dominant strategy of agent 8 , irrespective of their type, which

benefits us in further concluding that Eth2’s incentive mechanism

is incentive compatible.

4 INCENTIVE ANALYSIS OF VALIDATORS IN
ETH2 - METHODOLOGY AND FINDINGS

This section presents the primary methodology and analysis re-

sults of this paper. Specifically, we formulated the utilities of agents

and applied Bayesian game analysis to obtain three key findings.

First, we consider the original reward scheme of Ethereum 2.0 and

demonstrate that cooperation will emerge as a BNE strategy for

validators of two distinct categories in our setting under this re-

ward scheme, regardless of their type (See Theorem 4.1). Further-

more, we show that under this reward scheme, cooperation be-

comes an ex ante dominant strategy for validators of any type (See

Theorem 4.1). Lastly, based on the premise that cooperation is an

ex ante dominant strategy, we infer that Ethereum 2.0’s incentive

mechanism ensures incentive compatibility for both single block

proposers and attesters in Eth2 (See Corollary 4.2).

4.1 Analysis of Incentive Compatibility for
Validators in Eth2

Validators in Eth2 are subject to varying rewards or penalties and

incur different costs depending on their actions [5, 17]. A strategic

behavior observed among validators is taking their devices offline

to reduce operational costs. This paper employs the Bayesian game

model we developed to demonstrate that taking devices offline is

not the best strategy for validators. Before delving into the analy-

sis, let us revisit the Bayesian game framework defined in Section

3.1. We consider a network of validators, where each validator be-

longs to one of two types, represented by \8 ∈ {�,�}, denoting
the roles of block proposer and attester, respectively. Each valida-

tor, irrespective of their type, can undertake actions 08 ∈ {�,�},

corresponding to cooperating (keeping the device online) or deviat-

ing (taking the device offline). In this paper, we focus on validators’

strategies of choosing between keeping their devices online or of-

fline. Analyzing more complex strategies represents a promising

direction for future research.

4.1.1 Validators’ Device Offline Behavior Equilibrium Analysis. Us-

ing the Bayesian game model described in Section 3.1, we investi-

gate whether it is the best response for validators to take their de-

vices offline under the current Eth2 reward and penalty scheme

in any given slot. In our analysis, we consider the general sce-

nario where validators operate their own verification nodes rather

than through staking pools, such as those provided by large ex-

changes. In the context of using centralized staking pools provided

by large exchanges, the cost incurred by validators refers to the

fees charged by these exchanges for validation services rather than

the direct costs associated with setting up and maintaining valida-

tor client software and hardware.

Theorem 4.1. Let B∗ denote a strategy profile in the Bayesian

game model for an arbitrary number of validators =, where each

validator 8 can be either a block proposer (\8 = �) or an attester

(\8 = �). Assuming that all validators utilize a standard Ethereum

client without participating in centralized delegation pools, thereby

facing the same cost per epoch of a validator, ��%
8 (~), the strategy

B∗8 (� | \8 ) that encourages validators to cooperate by keeping their

devices online not only constitutes a BNE but also represents an ex

ante dominant strategy under the Eth2’s incentive mechanism.

Proof. In the Bayesian gamemodel we have defined, validators

are categorized into two types: \8 ∈ {�,�}. Each type has two pos-
sible actions, denoted by 08 ∈ {�,�}. We subsequently detail our

proof through four distinct cases, examining how agent 8 , repre-

senting one of the validators, adapts strategies in response to the

actions of all other validators, denoted by agents −8 .
Across Cases 1 to 3, we rigorously analyze the variations in the

expected utility of agent 8 as it responds to the strategies employed

by agents −8 . Case 4 further explores the impact of agent 8 employ-

ing mixed strategies on its expected utility, which also depends on

the strategies of agents −8 , thereby ensuring the rigor and thor-

oughness of our analysis. Furthermore, it is critical to note that in

Cases 2 to 4, agents −8 may adopt either pure or mixed strategies.

Specifically, in Case 1, agents −8 employ pure strategies, consis-

tently choosing either � or � , while in subsequent cases, some

agents −8 may vary their choices between � and � from one slot

to another.

Case 1: ∀\−8 ∈ {�,�}, 0−8 = �

Hypothesis:Agent 8 plays a pure strategy, choosing either� or

� . Additionally, all agents −8 play � as their pure strategies. Con-

sequently, in all sub-cases of Case 1, we uniformly set 0−8 in Equa-

tion 21 to � . Specifically, in Sub-case 1.1, this results in Equations

24 and 25; in Sub-case 1.2, it leads to Equations 26 to 29.

Analysis: In this case, since our goal is to analyze the impact on

agent 8 when choosing either 08 = � or 08 = � as their pure strat-

egy under different circumstances, and given that all other agents

−8 consistently choose 0−8 = � , we examine two sub-cases: agent

8 will be either a block proposer (\8 = �) or an attester (\8 = �).

7
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Sub-case 1.1: \8 = �, whichmeans agent 8 is the block proposer,

with all agents −8 playing � .
In this sub-case, we can disregard the scenario where \−8 = �,

as the Eth2 protocol stipulates that only one validator is selected

as the block proposer per slot. Also, with this rule in mind, we will

utilize the following two equations to conduct our analysis. First,

Equation 24 represents the situation when \−8 = � and agent 8

plays � .

�*8 (�,�, �,�) = ? (�,�) · (D8 (�,�, �,�) −��%
8 (~))

= ? (�,�) · ('%8 −��%
8 (~))

(24)

where '%8 and ��%
8 (~) denote the reward of the block proposer

and the execution cost of the block proposer, respectively, as intro-

duced in Sections 2.1.1 and 2.1.3, separately.

Second, Equation 25 represents when \−8 = � and the agent 8

plays � , with all agents −8 playing � .

�*8 (�,�, �,�) = ? (�,�) · (D8 (�,�, �,�) −��%
8 (~))

= ? (�,�) · (− ��%
8 (~))

(25)

where D8 (�,�, �,�) = 0 because Eth2 does not penalize the

block proposer if they fail to execute their task.

According to examples in [17, 30], we know '%8 > ��%
8 (~). Con-

sequently, based on Equations 24 and 25, we can observe that

�*8 (�,�, �,�) > �*8 (�,�, �,�), which indicates choosing � is

the best response of agent 8 in this sub-case.

Sub-case 1.2: \8 = �, which means agent 8 is an attester, with

all agents −8 playing � .
Scenario 1.2.1: The condition G�� = 1 holds, indicating that a

unique validator among agents −8 executes B−8 (�) with \−8 = �.

In this scenario, when G�� = 1 and agent 8 plays � , we can obtain:

�*8 (�,�,�,� | G�� = 1) =

? (�,� | G�� = 1) · (D8 (�,�,�,� | G�� = 1) −��%
8 (~)) =

? (�,� | G�� = 1) · ('�8 −��%
8 (~))

(26)

where ? (�,� | G�� = 1) represents the conditional probability
of that when \8 = � and except for one of the agents −8’s type = �,

all other agents −8’s type = A.

When G�� = 1 and agent 8 plays � . We can obtain:

�*8 (�,�,�,� | G�� = 1) =

? (�,� | G�� = 1) · (D8 (�,�,�,� | G�� = 1) −��%
8 (~)) =

? (�,� | G�� = 1) · (−%�8 −��%
8 (~))

(27)

Scenario 1.2.2: The condition G�� = 0 holds, indicating all

agents -i are attesters.

In this scenario, when \−8 = � and agent 8 plays � . We can

obtain:

�*8 (�,�,�,�) = ? (�,�) · (D8 (�,�,�,�) −��%
8 (~))

= ? (�,�) · ('�8 −��%
8 (~))

(28)

when \−8 = � and agent 8 plays � . We can obtain:

�*8 (�,�,�,�) = ? (�,�) · (D8 (�,�,�,�) −��%
8 (~))

= ? (�,�) · (−%�8 −��%
8 (~))

(29)

Note that in Eth2, at least one validator is required to be selected

as the blockchain proposer in a slot. Consequently, ? (�,�) in Equa-
tions 28 and 29 is equal to 0, resulting in the values of Equations 28

and 29 being equal to 0. Moreover, it is similarly shown in [17, 30]

that '�8 > ��%
8 (~). Therefore, based on Equations 26 to 29, we can

readily conclude that B∗8 (�) is the best response of agent 8 with

\8 = �, ∀\−8 = � or �.

In summary, the analytical results from sub-cases 1.1 and 1.2

consistently demonstrate that if all agents −8 choose� , regardless
of whether they are type � or �, then selecting � is the best re-

sponse for agent 8 in Case 1, irrespective of the type of agents −8 .
Thus far, in Case 1, we discuss the impact of agent 8’s expected

utility when agents −8 only chooses � . Following this, in Cases 2

to 4, we aim to consider the influence on agent 8’s expected utility

under the circumstance when agents −8 opts for � .

Case 2: \8 = �, which means that agent 8 is the block proposer.

Hypothesis: Any agent 8 still plays a pure strategy of either

08 = � or 08 = � . However, all agents −8 play mixed strategies8.

Analysis: This case analyzes the impact of the "inactivity leak"

from some agents −8 playing B−8 (�) on agent 8 with \8 = �. We

will explore this through two sub-cases.

Sub-case 2.1: All \−8 = �, and less than 1
3 of agents −8 choose

to play B−8 (�).
Given that the reward of a block proposer in Eth2 varies depend-

ing on the number of attesters, and considering that fewer than 1
3

of agents −8 choose � , agent 8’s reward, while potentially reduced,
remains guaranteed. This assumption is based on the Eth2 reward

mechanism, where a block proposer is always rewarded, albeit the

total reward may decrease with fewer attesters. AssumingW , which

denotes the proportion of agents −8 choosing B−8 (�), is less than
1
3 and agent 8 opts for � , we can employ the following equation to

calculate the utility of agent 8 :

�*8 (�,B−8 , �,� | W <

1

3
)

= ? (�,� | W <

1

3
) · (D8 (�,0−8 , �,� | W <

1

3
) −��%

8 (~))

= ? (�,� | W <

1

3
) · ('%8 −��%

8 (~))

(30)

In this equation, 0−8 represents the actions taken by all agents

other than 8 across all scenarios in Cases 2 to 4. The actions within

0−8 can vary, reflecting different combinations of � and � as cho-

sen by the attesters. This model allows us to account for the diver-

sity of strategies in the system and better reflects the complexity

of the interaction among validators under the specified conditions.

8Note that agents −8 may still play a pure strategy, since a pure strategy is a special
case of a mixed strategy.
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Note that in the following equations of different sub-cases, the def-

inition of W remains the same. Then, when agent 8 plays � , we can

obtain:

�*8 (�, B−8 , �,� | W <

1

3
)

= ? (�,� | W <

1

3
) · (D8 (�, 0−8 , �,� | W <

1

3
) −��%

8 (~))

= ? (�,� | W <

1

3
) · (− ��%

8 (~))

(31)

In Equation 30, agent 8 receives '%8 upon successfully complet-

ing its task as a block proposer. Notably, Equation 31 highlights a

unique aspect of Eth2’s incentive mechanism: block proposer, even

if they opt out of their assigned task (representing by choosing D),

are not subjected to direct penalties. Therefore, based on equations

30 and 31, we can observe, in sub-case 2.1, B∗8 (�) is still the best re-
sponse of agent 8 .

Sub-case 2.2: All \−8 = �, with at least 1
3 of agents −8 choosing

to play B−8 (�). Since the “inactivity leak” in Eth2 is triggered when
no new checkpoints are verified for four consecutive epochs, we

need to consider two scenarios in this sub-case.

Scenario 2.2.1: The "inactivity leak" is triggered. In this sce-

nario, agent 8 still can receive '
?
8 since Eth2 only stops rewarding

attesters in the "inactivity leak" period. Assume that W ≥ 1
3 and

agent 8 plays � , we can utilize the following equation to compute

the utility of agent 8 :

�*8 (�,B−8 , �,� | W ≥ 1

3
)

= ? (�,� | W ≥ 1

3
) · (D8 (�,0−8 , �,� | W ≥ 1

3
) −��%

8 (~))

= ? (�,� | W ≥ 1

3
) · ('?8 −��%

8 (~))

(32)

Assume that W ≥ 1
3 and agent 8 play � , we can utilize the fol-

lowing equation to compute the utility of agent 8 :

�*8 (�, B−8 , �,� | W ≥ 1

3
)

= ? (�,� | W ≥ 1

3
) · (D8 (�, 0−8 , �,� | W ≥ 1

3
) −��%

8 (~))

= ? (�,� | W ≥ 1

3
) · (− ��%

8 (~))

(33)

where (D8 (�, 0−8 , �,� | W ≥ 1
3 ) = 0 in Equation 33 since agent 8

does not execute its task in this scenario.

Scenario 2.2.2: The "inactivity leak" is not triggered. In this sce-

nario, we can employ the following equations to calculate the util-

ities of agent 8 :

�*8 (�,B−8 , �,� | W ≥ 1

3
)

= ? (�,� | W ≥ 1

3
) · (D8 (�,0−8 , �,� | W ≥ 1

3
) −��%

8 (~))

= ? (�,� | W ≥ 1

3
) · ('?8 −��%

8 (~))

(34)

�*8 (�, B−8 , �,� | W ≥ 1

3
)

= ? (�,� | W ≥ 1

3
) · (D8 (�, 0−8 , �,� | W ≥ 1

3
) −��%

8 (~))

= ? (�,� | W ≥ 1

3
) · (−��%

8 (~))

(35)

In Equation 34, although more than 1
3 of agents −8 with \−8 = �

play B−8 (�), which will reduce the agent 8’s reward ('
?
8 ), refer-

ences [17, 30] indicate that in Equation 34, '
?
8 is indeed greater

than ��%
8 (~). Furthermore, based on the Eth2 protocol, in Equa-

tion 35, it is established that D8 (�, 0−8 , �,� | W ≥ 1
3 ) = 0 since

the agent 8 does not execute its task of a block proposer, reflecting

that agent 8 incurs no penalties for not fulfilling its block proposer

responsibilities when W ≥ 1
3 .

Upon closer examination, we find that 32 and 34 are identical,

just as 33 and 35 share the same form. Therefore, based on these

equations, we conclude that B∗8 (�) is the best response to agent 8

in sub-case 2.2.

Case 3: \8 = �, which signifies that agent 8 is an attester.

Hypothesis: Any agent 8 still plays a pure strategy of either

08 = � or 08 = � . However, all agents −8 play mixed strategies.

Analysis: This case examines the impact of the "inactivity leak"

from some agents −8 playing B−8 (�) on agent 8 with \8 = �. Here,

one of the agents −8 is the block proposer, and the others are at-

testers.Wewill focus on the strategies of the blockproposer among

agents −8 .

Sub-case 3.1: The condition G�� = 1 holds, indicating that a

unique validator among agents −8 executes B−8 (�)with \−8 = �. In

this sub-case, we continue to conduct our analysis based on other

agents −8’s strategies in two main scenarios.

Scenario3.1.1:More than or equal to 1
3 agents−8 choose B−8 (�),

and others play B−8 (�) with \−8 = �. Similar to our analysis in sub-

cases 2.1 and 2.2, we need to consider the impact of the "inactivity

leak" to calculate agent 8’s utility.

If the "inactivity leak" is triggered, we can employ the following

equations to compute agent 8’s utility by assuming that W ≥ 1
3 and

agent 8 play either � or � , we can utilize the following equation to

compute the utility of agent 8 :

9
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�*8 (�,B−8 , �,� | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�,0−8 , �,� | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · (− ��%

8 (~))

(36)

�*8 (�, B−8 , �,� | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1)·

(D8 (�, 0−8 , �,� | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · (−% �!8 − ��%

8 (~))

(37)

In equation 36, agent 8 cannot receive rewards, as Eth2 does not

allocate rewards to attesters during the "inactivity leak" period.

Furthermore, according to Equation 37, agent 8 incurs inactivity

penalties (% �!8 ) due to becoming offline.

In contrast, if the "inactivity leak" is not triggered, we can em-

ploy the following equations to calculate agent 8’s utility:

�*8 (�,B−8 , �,� | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�,0−8 , �,� | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · ('�8 − ��%

8 (~))

(38)

�*8 (�, B−8 , �,� | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�, 0−8 , �,� | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · (−%�8 −��%

8 (~))

(39)

In Equation 38, since the "inactivity leak" is not triggered, agent

8 still remains eligible to receive rewards from Eth2 for complet-

ing their tasks as an attester. However, as outlined in Equation 39,

agent 8 will incur penalties for turning off its device and failing to

execute its task.

Scenario 3.1.2: Less than 1
3 agents −8 choose B−8 (�) and others

play B−8 (�) with \−8 = �. In this scenario, when agent 8 plays � ,

the utility is computed by Equation 40. Also, we can employ Equa-

tion 41 to calculate agent 8’s utilitywhen it plays� in this sub-case.

�*8 (�,B−8 , �,� | W <

1

3
, G�� = 1)

= ? (�,� | W <

1

3
, G�� = 1) ·

(D8 (�,0−8 , �,� | W <

1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W <

1

3
, G�� = 1) · ('�8 − ��%

8 (~))

(40)

�*8 (�, B−8 , �,� | W <

1

3
, G�� = 1)

= ? (�,� | W <

1

3
, G�� = 1) ·

(D8 (�, 0−8 , �,� | W <

1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W <

1

3
, G�� = 1) · (−%�8 −��%

8 (~))

(41)

According to Equations 40 and 41, agent 8 acquires rewards for

remaining online and incurs penalties for turning its device offline.

Thus far, based on the analysis from Equations 36 to 41, we can

obviously conclude that playing B∗8 (�) is the best response to agent
8 in sub-case 3.1.

Sub-case 3.2: The condition G�� = 1 holds, indicating that a

unique validator among agents −8 executes B−8 (�) with \−8 = �.

In this sub-case, we mainly discuss the varies of agent 8’s utility

if the block proposer is played by one of the agents −8 . Similarly,

we must consider whether the "inactivity leak" is triggered in the

following two scenarios:

Scenario3.2.1:More than or equal to 1
3 agents−8 choose B−8 (�),

and others play B−8 (�) with \−8 = �.

In this scenario, if the "inactivity leak" is triggered, we can em-

ploy the following equations to calculate agent 8’s utility:

�*8 (�,B−8 , �,� | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�,0−8 , �,� | W ≥ 1

3
,−��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · (−��%

8 (~))

(42)

�*8 (�, B−8 , �,� | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�, 0−8 , �, � | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · (−% �!8 − ��%

8 (~))

(43)

In Equation 42, although agent 8 completes its task as an attester,

it still cannot receive a reward since the "inactivity leak" is trig-

gered. Additionally, agent 8 incurs inactivity penalties as outlined

10
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in Equation 43. On the contrary, if the "inactivity leak" is not trig-

gered, we can utilize the following equations to compute agent 8’s

utility:

�*8 (�,B−8 , �, � | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�,0−8 , �,� | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · ('�8 −��%

8 (~))

(44)

�*8 (�, B−8 , �, � | W ≥ 1

3
, G�� = 1)

= ? (�,� | W ≥ 1

3
, G�� = 1) ·

(D8 (�, 0−8 , �,� | W ≥ 1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W ≥ 1

3
, G�� = 1) · (−%�8 −��%

8 (~))

(45)

Although the blockproposer does not propose a new block, agent

8 , as an attester, still receives a reward or penalty depending on

whether it completes its task. Considering Equations 42, 43, 44, and

45, we can conclude that playing B∗8 (�) remains the best response

for agent 8 in scenario 3.2.1.

Scenario 3.2.2: Less than 1
3 agents −8 choose B−8 (�) and oth-

ers play B−8 (�) with \−8 = �. In this scenario, since the "inactivity

leak" will not be triggered, we can employ equations 46 and 47 to

calculate agent 8’s utilities when it plays � and � , respectively.

�*8 (�,B−8 , �,� | W <

1

3
, G�� = 1)

= ? (�,� | W <

1

3
, G�� = 1) ·

(D8 (�,0−8 , �,� | W <

1

3
, G�� = 1) · ('�8 −��%

8 (~))

= ? (�,� | W <

1

3
, G�� = 1) · ('�8 −��%

8 (~))

(46)

�*8 (�, B−8 , �,� | W <

1

3
, G�� = 1)

= ? (�,� | W <

1

3
, G�� = 1) ·

(D8 (�, 0−8 , �,� | W <

1

3
, G�� = 1) −��%

8 (~))

= ? (�,� | W <

1

3
, G�� = 1) · (−%�8 −��%

8 (~))

(47)

This scenario is a normal casewhere agent 8 will receive rewards

and incur penalties whether they complete or fail to complete the

task of being an attester, as shown in Equations 46 and 47, respec-

tively.

Consequently, based on Equations 42 to 47, playing B∗8 (�) is still
the best response to agent 8 in sub-case 3.2.

Case 4: Agent 8 plays a mixed strategy.

Hypothesis: Agent 8 and all agents −8 play mixed strategies.

Analysis: This case is used to analyze the scenario where, in-

stead of executing a pure strategy as demonstrated in Cases 1 to 3,

agent 8 might execute mixed strategies depending on its type. For

example, regardless of whether \8 is � or �, it will execute � or

� based on different probabilities. In this situation, we can model

agent 8’s expected utility as:

�*8 (B8,\ , B−8,\ ) =
∑

\ ∈Θ
? (\) · [?� · D8 (�,0−8 , \) + ?� · D8 (�, 0−8 , \)]

(48)

where ?� and ?� are the probabilities that agent 8 plays� or � ,

respectively.

According to our proof fromCases 1 to 3,we have already proven

that when agent 8 executes � in various sub-cases, it might incur

penalties from Eth2 or at least result in not receiving rewards from

Eth2. As a result, the value yielded by Equation 48 when agent 8

plays � is always less than when agent 8 plays � , proving that

playing � is the dominant strategy for agent 8 , regardless of the

strategies all agents −8 take.
In summary, across Cases 1 to 4, it is evident that the best re-

sponse for any agent 8 , denoted as �'8 , is to adopt strategy B∗8 (� |
\8 ), irrespective of the strategies of agents −8 . Given the symmetry

of the utility function across agents, this implies that �'−8 simi-

larly defaults to B−8 (� | \−8 ). Thus, the Bayesian Nash Equilibrium

(BNE) for this game, under Eth2’s original reward scheme, is B∗(�),
where all agents select strategy� regardless of their types, with no

agent able to unilaterally deviate from improving their expected

utility.Moreover, the analysis from all cases confirms that for every

\8 ∈ Θ8 ,D8 (�,B−8 , \8 ) consistently exceeds D8 (�, B−8 , \8 ), where B−8
represents the collective strategy profile of all other agents. Conse-

quently,� emerges as the ex ante dominant strategy for any agent

8 , independent of the strategies of agents −8 . �

4.2 Implications of Incentive Analysis for
Eth2’s Multiple Block Proposers and
Attesters

Based on theorem 4.1, we know strategy profile B∗8 (�) is an ex ante

dominant strategy. Then we could have the next corollary:

Corollary 4.2. In the Eth2 Bayesian game described in Theorem

4.1, the strategy profile B∗8 (�) constitutes an ex ante dominant strat-

egy equilibrium. Consequently, the Eth2 protocol ensures incentive

compatibility for interactions between any agent 8 and the collective

of other agents −8 , in that playing � is the best response for each

agent when they adhere to the protocol, irrespective of their own type

or the strategies of other agents.

Note that we utilize the previously proven Theorem 4.1 to as-

sert that playing � is an ex ante dominant strategy. Consequently,

we conclude that the Eth2 Bayesian game, defined in this paper, is

incentive-compatible, signifying that no agent has the incentive to

deviate from playing � .

Overall, this paper presents threemain contributions: First, The-

orem 4.1 demonstrates that when agent 8 plays B∗8 (�), this strategy
11
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constitutes a BNE. Second, insights fromTheorem 4.1 confirm that

choosing� is an ex ante dominant strategy for any agent 8 . Finally,

through Corollary 4.2, we show that playing� is the best response

for agent 8 , regardless of the agent’s type or the strategies of other

agents, which further indicates that Eth2’s protocol holds incentive

compatibility.

4.3 Open Questions to Our Model

In this section, we explore several open questions that pertain to

our game-theoretic analysis of Eth2.0 validator strategies. These

open questions relate to specific aspects of our game model and ex-

ternal factors that might affect the generalizability and applicabil-

ity of our findings. Acknowledging and understanding these open

questions is crucial for accurately interpreting our results and may

provide valuable insights for future research in algorithmic game

theory and blockchain economics.

4.3.1 Maximal extractable value (MEV). In Eth2, maximal

extractable value (MEV) [19] allows validators to extract additional

value by manipulating transaction orders within their proposed

blocks, a practice that could destabilize the Eth2 consensus pro-

tocol if not managed correctly [16, 19]. To address the negative

impact from MEV, the Proposer-builder separation (PBS) [20] has

been suggested, which separates the roles of block proposers and

builders to mitigate aggressive competition for MEV [20, 22, 42].

Although PBS has not yet been officially integrated into Eth2, tools

like MEV-Boost [21], developed by Flashbots, have already demon-

strated

their practical application. In fact, MEV-Boost is precisely a solu-

tion that Flashbots aims to address Eth2 MEV issues before the

official adoption of PBS [19, 21, 42]. A comprehensive examination

of MEV and PBS with Eth2 could provide valuable insights into

their implications for validator strategies. However, such an analy-

sis is beyond the scope of this paper and is recommended for future

research.

4.3.2 Delegated Proof of Stake (DPoS). Given that the requirement

to deposit 32 ETH constitutes a significant barrier for general users

wishing to become validators in Eth2, the DPoS has been proposed.

DPoS facilitates participation by following users to stake varying

amounts of ETH, constrained by the minimum and maximum lim-

its set by DPoS platforms, such as Coinbase [14], Kraken [24], or

Crypto.com [15]. Consequently, this enables broader participation

in the validator process within Eth2 [46]. Additionally, DPoS pro-

vides a mechanism whereby users may transfer some of the finan-

cial burdens and potential penalties associated with the role of val-

idator to the DPoS providers [18]. This transferability is likely to

influence the strategic decisions of validators. Integrating DPoS as

several actionable strategies within ourmodel represents a promis-

ing direction for future expansion.

4.3.3 External Factors. In this paper,we posit that validators choose

their strategies based on the principle of individual rationality, striv-

ing to maximize their utilities [40]. Based on this assumption, we

hypothesize that should the incentives provided in Eth2 prove in-

sufficient, validators are likely to disengage from the platform [29].

Consequently, it is imperative for future research to investigate the

impacts of external factors such as economic fluctuations, compe-

tition from other financial assets, and government regulatory poli-

cies on the strategic decisions of validators. Such investigations

will benefit ourmodel and ensure its alignment with real-world ap-

plications, thereby yielding more detailed insights into the strate-

gic behaviors of Eth2 validators.

5 RELATED WORK

Security Defenses of Ethereum 2.0. Ethereum has already tran-

sitioned its consensus mechanism from PoW to PoS, defined its in-

centive mechanism, and stated how to discourage attacks on

Ethereum [4, 8]. However, Ethereum is a complex platform, and

its smart contract language is designed to support decentralized ap-

plications. Because of this complexity, many potential security vul-

nerabilities in Ethereum need to be further studied and evaluated.

Researchers have discovered several vulnerabilities, describedwhat

attacks target these weaknesses of Ethereum, and then discussed

how to defend against these threats. Some threats have already

been resolved, yet there are still threats that need practical solu-

tions. The Nothing-at-Stake and Long-range attacks are two main

threats to PoS-based blockchains [12].

Nothing-at-Stake attacks represent that because PoS does not

need to calculate the cost for mining as PoW does, verifiers can cre-

ate multiple blocks at multiple forks or participate in the verifica-

tionwithout cost to improve their probability of obtaining benefits.

This attack will lead to more and more forks in the PoS blockchain

and ultimately lead to the inability of all nodes to reach a consen-

sus. Long-range attacks refer to an attacker’s attempt to establish

a fork from a specific block andmake it the longest chain to replace

the current legal longest in the PoS blockchain. One possible way

is for an attacker to obtain the private keys that were originally

used to create blocks. These private keys are worthless for some

verifiers who want to retrieve staking tokens. However, attackers

can manipulate these private keys to create another longest chain

from any existing block.

To mitigate threats from "Nothing-at-Stake" and "Long-range"

attacks, Ethereum adopts two approaches. Firstly, to prevent

"Nothing-at-Stake" attacks, Ethereum has increased the threshold

for becoming a "validator" (currently 32 ETH) and imposes high

penalties on validators who execute such attacks. As Saleh (2021)

mentions, this mechanism effectively prevents "Nothing-at-Stake"

attacks by raising the entry threshold and reducing rewards [37].

Since participants hold tokens, they desire transactions to be con-

firmed quickly to secure long-term rewards. Secondly, Ethereum

uses checkpoint and head block mechanisms to periodically deter-

mine the first block of each epoch, thereby avoiding "Long-range"

attacks [5]. In fact, the implementation of these checkpoint and

head blockmechanisms critically depends on validators. Therefore,

to encourage validators to complete tasks assigned in the consen-

sus mechanism correctly and to make correct votes, reducing ma-

licious behavior, Eth2 has designed a set of rewards and penalties,

which constitute the incentive mechanism of ETH2.

Analysis of Blockchain Participant Behavior. However, the

Verifier’s Dilemma poses a significant challenge to the incentive

mechanisms of PoW and PoS blockchains, as rational verifiers may
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deviate from consensus protocols to prioritize tasks offering the

most significant benefits, influenced by the varying rewards for

each task [12]. As noted by Aldweesh et al. (2018), miners may se-

lectively prioritize specific tasks when income is not proportional

to costs, potentially causing negative impacts on the blockchain’s

uninterrupted and dependable operation [1]. Additionally, Alharby

et al. (2020) discovered that rational miners are more inclined to

mine new blocks rather than verify blocks mined by others based

on analyses of existing smart contracts [2]. In this paper, we ex-

plore the following research question: Is it better for validators

in Eth2 to stay online continuously or to strategically go of-

fline during certain slots, considering the potential benefits

and risks associated with each strategy? To address this ques-

tion, we utilize a Bayesian game to determine the best strategy for

validators tomaximize their rewards andmaintain Eth2’s integrity.

Game Theory Analysis in PoS Blockchains. Researchers have

devoted considerable effort to ensuring incentive compatibility in

PoS-based blockchains using game theory techniques, which is

pertinent to the research questions andmethodologies of our study.

For example, Saleh (2021) proposed, from the economics and game

theory perspective, that a suitable PoS incentive mechanism should

meet two criteria: setting a sufficiently high threshold of becom-

ing validators and effectively reducing block reward to promote

consensus. Saleh used an extensive form game to analyze whether

Eth2’s reward scheme could resist the Nothing-at-stake attack and

discussed potential issues, such as wealth concentration, double

spending, and staking pooling based on their findings [37]. How-

ever, Saleh did not consider validator types in a Bayesian game,

which is the game model that the authors plan to study in their re-

search. On the other hand, Motepalli and Jacobsen (2021) adapted

the evolutionary game theory to analyze how participants’ behav-

ior can evolve with the reward mechanism. They concluded that

penalties play a central role in maintaining the integrity of

blockchains. Their key result is that punishment is essential in

building mechanisms for PoS blockchains, but their paper does not

focus on analyzing Eth2’s mechanism. It does not consider behav-

iors from different validator types [31]. Additionally, Salau et al.

(2022) utilized an infinitely repeated game model to examine the

competitive interactions among Eth2’s validators and ensure they

act honestly to avoid malicious activities by encouraging valida-

tors to report deviation actions and setting the discount factor as

close to one as possible [36].

However, setting the discount factor close to one is not always

reasonable in actual PoS blockchains, as validators might favor

short-term gains over long-term profits due to reasons like liquid-

ity needs or risk preferences. In contrast, we believe that employ-

ing a Bayesian game will allow us to ascertain that cooperation

remains a dominant strategy in a one-shot game that models the

Eth2, an analysis more in line with the real-world PoS blockchains.

Further, Bhudia et al. (2023) utilized a sub-game to model paying

ransom to avoid slashing in Eth2, which is the best response for

validators who are threatened by attackers [3]. Nonetheless, they

assume the attack will be successful only if the attackers build a

smart contract to interact with the victims, which might not be en-

tirely reasonable in the context of the real-world Eth2. Also, in [3],

a Bayesian game, which could potentially provide a more compre-

hensive analysis compared to a sub-game, given that the scope of a

sub-game is limited to proposed sub-cases, was not employed. Sim-

ilarly, Chaidos et al. (2023) indicate that when blockchain systems

allow users to "retract" their commitment - that is, users initially

commit to performing the tasks of validators but later can choose

whether or not to fulfill the assigned tasks - the system can achieve

a state of equilibrium. This study underscores the importance of

designing suitable incentive mechanisms to encourage users to ac-

tively participate and fulfill the responsibilities of validators, even

in the presence of potential free-riding behavior [11]. However,

the classical strategic game has certain limitations in expressing

the impact of user heterogeneity on strategy choices. When ana-

lyzing equilibrium, considering the impact of different user types

on strategy choices is crucial. Bayesian games, by introducing dif-

ferent types of users and the probability distribution of their strat-

egy choices, can capture this heterogeneity in a more nuanced way.

Moreover, compared to the classical strategic game, which assumes

that each player has complete information, Bayesian games con-

sider amore realistic scenario where players often have incomplete

information in real-world situations.

Incorporating Bayesian Approaches in Blockchain Mecha-

nismDesign.Given that Bayesian models provide a robust frame-

work for handling incomplete information, such models are partic-

ularly suitable for analyzing validators’ strategies in blockchain

systems or developing blockchain-based solutions in various do-

mains [27, 38]. Liu et al. (2019) discussed how a Bayesian game

could be used to model not only the risk level of blockchain

providers but also the incomplete information of miners and ser-

vice providers in edge computing [27]. Yan et al. (2020) [45] and

Chen et al. (2022) [13] proposed Bayesian game approaches to de-

velop a transaction fee allocation mechanism for blockchains. Ad-

ditionally, Xia et al. applied a Bayesian Game-based solution to

determine the electricity pricing in a vehicle-to-vehicle electricity

trading scheme [44]. Zhang et al. (2023) utilized a Bayesian net-

work model to develop a Validator Selection Game, helping clients

decide how to choose their DPoS validators [46]. Liao et al. (2023)

introduced a novel reward scheme to address the free-rider issue in

Algorand’s incentive mechanism, modeled as a Bayesian game, en-

suring that participation in the protocol achieves a Bayesian Nash

equilibrium, even with a malicious adversary present [25]. These

works demonstrate how Bayesian approaches can be effectively

applied to blockchain systems to model the incomplete informa-

tion among agents, similar to our approach in this paper, where

we model interactions between validators in Eth2. Consequently,

we employ a Bayesian model to investigate whether Eth2 possesses

incentive compatibility by verifying the presence of a BNE and an

ex ante dominant strategy when validators interact. Our findings

suggest that for validators, deviating from the Eth2 protocol to take

their devices offline to avoid specific tasks and save costs is not the

best response.
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6 CONCLUSION AND FUTURE WORKS

In this paper, we achieved three main contributions: First, we com-

prehensively summarized essential knowledge regarding the re-

wards, penalties, and cost models of Eth2 from various sources.

This serves as a foundation for our readers to understand the con-

text of our study. Second, we utilized a Bayesian game framework

to model the strategies of validators to explore the BNE and domi-

nant strategies in a single slot of Eth2. Our analysis demonstrates

that cooperation (i.e., keeping their devices online) can achieve a

BNE and an ex ante dominant strategy in Eth2. Lastly, by establish-

ing an ex ante dominant strategy in Eth2, we derived a corollary

asserting that Eth2’s incentive mechanism is incentive-compatible.

Our analysis, grounded in a rigorous game model and detailed cal-

culations, provides an objective and robust substantiation of our

claim while laying a sturdy groundwork for future examinations

of Eth2’s incentive mechanism and offering valuable insights for

individuals contemplating participation as validators in Eth2.How-

ever, aside from the open questions mentioned in Section 4.3, we

currently face two limitations: First, the exclusion of the validators’

roles in the sync committee; second, the need to extend our model

to include a more detailed analysis of validators’ strategies over

multiple epochs, since past rewards or penalties might influence

future validator strategies, rather than treating each epoch as iso-

lated. These areas present opportunities for future exploration. De-

spite these open questions and limitations, we firmly believe this

research lays a solid foundation for further exploring the impact

of validators’ strategies in Eth2.
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